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1: You are a messaging professional. Your company runs a Microsoft Exchange Server 2007 

messaging system.  

You have implemented a managed folder mailbox policy that deletes messages that are more than 

a year old in the Inbox folder for all users.  

The company executives must be exempted from this policy.  

You need to ensure that all messages in the Inbox folder of the executives are deleted after three 

years.  

What should you do? 

A.Create a new managed default folder of type Inbox named Executive Inbox. Create a managed 

content setting for the folder that deletes messages after three years. Create a new managed folder 

mailbox policy that uses the folder. Assign the policy to the executives. 

B.Create a new custom managed folder named Executive Mailbox. Create a managed content 

setting for the folder that deletes messages after three years. Create a new managed folder mailbox 

policy that uses the folder. Assign the policy to the executives. 

C.Move all executive mailboxes to a dedicated Mailbox server. On the server, configure the 

Managed Folder Assistant to never run. 

D.Modify the managed content setting for the Inbox folder so that messages will be deleted after 

three years. Create a new managed folder mailbox policy that uses the folder. Assign the policy to 

the executives. 

Correct Answers: A 

 

2: You are a messaging professional.  

Your company uses a Microsoft Exchange Server 2007 messaging system. The company has 

enabled anti-spam features with default settings on the Edge Transport server.  

A number of e-mail messages are incorrectly identified as spam.  

You need to reduce the number of e-mail messages that are incorrectly identified as spam. You 

also need to ensure that your solution enables the Exchange administrators to review the e-mail 

messages that are identified as spam.  

What should you do? 

A.Use real-time block lists. Include transport rules that journal all e-mail messages to a central 

mailbox. 

B.Use IP Block lists. Include transport rules for all e-mail messages that are received by any Edge 

Transport server to blind copy e-mail messages to a central mailbox. 

C.Modify the spam confidence level (SCL) thresholds and enable quarantine for the suspected 

e-mail messages to store these e-mail messages in a central mailbox. 

D.Modify the spam confidence level (SCL) thresholds and enable quarantine for the suspected 

e-mail messages to store these e-mail messages in the users junk e-mail folder. 

Correct Answers: C 

 

3: You are a messaging professional. Your company uses a Microsoft Exchange Server 2007 

messaging system.  

The company has deployed an Edge Transport server and enabled edge synchronization. Your 

company uses a mailbox named Info@adatum.com for public enquiries about the company.  

Users report that they receive e-mail messages containing inappropriate content.  



You need to reduce the number of inappropriate e-mail messages that the users receive. You also 

need to ensure that the Info@adatum.com mailbox receives all the e-mail messages without any 

filtering on the basis of content. 

Which two actions should you perform? (Each correct answer presents part of the solution. 

Choose two.) 

A.Implement Realtime Block lists. 

B.Implement safelist aggregation for the Info@adatum.com mailbox. 

C.Increase the Spam Confidence Level (SCL) on the content filter. 

D.Configure the Info@adatum.com mailbox as an exception on the content filter. 

Correct Answers: C D  

 

4: You are a messaging professional.  

Your company has four offices. Each office has a perimeter network. The perimeter network 

includes a wireless access point that allows access for employees and guest users. The perimeter 

network is created between two Microsoft Windows Server 2003 computers that run Microsoft 

Internet Security and Acceleration (ISA) Server 2006.  

Each office has an Edge Transport server on the perimeter network, and a Hub Transport server, a 

Client Access server, and a Mailbox server on the internal network. One office has a member 

server that runs Internet Authentication Service (IAS).  

Employees who connect to the wireless access points are not able to receive e-mail messages from 

the nearest Exchange server.  

You need to ensure that all employee computers that are connected to the wireless access points 

can retrieve e-mail messages in the most secure manner. You also need to ensure that guest 

computers can access the perimeter network by connecting to the wireless access point.  

What are two possible ways to achieve this goal? (Each correct answer presents a complete 

solution. Choose two.) 

A.Configure the wireless access point as a RADIUS client and activate TKIP-PSK security. 

B.Configure the internal ISA Server 2006 computer in each office to publish RPC over HTTPS 

services on the Client Access Server. 

C.Configure the external ISA Server 2006 computer in each office to publish RPC over HTTPS 

services on the Edge Transport server. 

D.Configure the internal ISA Server 2006 computer in each office as a RADIUS client and 
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